Node Solutions — Privacy Policy

Last Modified: September 1, 2025

1. Introduction

The website located at NodeSolutions.ai (this “Website”) is owned and operated by Node
Solutions (“Company,” “we,” “our,” or “us”). We respect your privacy and are committed to
protecting it through this Privacy Policy (this “Policy”).

This Policy describes the types of information we may collect from you or that you may provide
to us, and our practices for collecting, using, maintaining, protecting, and disclosing that
information.

This Policy applies to information collected:
e On this Website and on other Company-controlled websites that link to this Policy.
e Through email, text, or other electronic communications between you and us.
e Through mobile or desktop applications you download from our sites.
e Through the hosting and technology services we provide to you (the “Services”).
e When you interact with our applications or advertising on third-party websites and

services, if those applications or advertising link to this Policy.

This Policy does not apply to:

e Information collected offline or through other websites operated by us that do not link to
this Policy.

e Information collected by third parties that may be linked to or accessible from our
Website or Services.

By accessing or using our Website or Services, you agree to this Policy. If you do not agree, you
should not use our Website or Services. We may update this Policy from time to time (see
Section 14 below). Continued use after changes are posted constitutes acceptance of the
revised Policy.



2. Children’s Privacy

Our Website and Services are not directed to children under the age of eighteen (18). No one
under that age may provide any information to or through our Website or Services. We do not
knowingly collect personal information from children under 18. If we learn we have collected
personal information from a minor without verified parental consent, we will delete it.

If you believe we may have information from or about a child under 18, please contact us at
support@nodesolutions.ai.

California residents under 16 may have additional rights regarding the sale of their personal
information (see Section 11).

3. Information We Collect

We may collect several categories of information from and about you, including:

e |dentifiers: such as your name, address, email, phone number, and payment details
(“personal information”).

e Commercial information: transaction details between you and Node Solutions LLC.

e Technical information: about your internet connection, device, and usage (IP address,
browser type, operating system).

e Online activity: information about your browsing behavior and interactions with our
Website or Services.

e Information you voluntarily provide: through forms, surveys, correspondence, or User
Contributions (defined below).

We collect information:

e Directly from you when you provide it.
e Automatically as you use our Website or Services (see Section 5 below).

e From third parties, such as business partners or application providers.

4. Information You Provide



You may provide information directly, including:

e Information entered in forms when registering an account, subscribing, or contacting
support.

e Records of correspondence, including your email address.
e Responses to surveys for research or product improvement.
e Transactional and billing information.

e Content you choose to post publicly on our Website or Services (“User Contributions”).

User Contributions are posted at your own risk. While we may offer settings to limit access, no
security measure is perfect. We cannot control actions of third parties who may access your
contributions.

5. Automatic Data Collection

As you navigate our Website or Services, we may use automatic data collection technologies to
gather information about your equipment, browsing behavior, and usage patterns. This may
include:

e Details of visits (traffic data, location, logs, pages accessed).

e Information about your device and internet connection (IP address, browser type,
operating system).

e Online activity over time and across third-party sites (“behavioral tracking”).

Technologies used may include:

e Cookies: small files stored on your device. You may refuse cookies in your browser
settings, but some parts of the Website may not function properly.

e Web Beacons/Pixels: small electronic files that record Website usage statistics, email
interactions, and system integrity.

6. Third-Party Data and Tracking



We may receive information about you from third-party services (e.g., app stores, social
networks) if you access our Services through them.

Some Website content and advertising may be served by third parties, including ad networks
and content providers. These parties may use cookies, web beacons, or similar tools to collect
information about you, including across websites and online services, to deliver targeted
advertising.

We do not control third-party tracking technologies. If you have questions about targeted

advertising or wish to opt-out, contact the responsible provider or review the choices outlined in
Section 9.

7. How We Use Information

We may use collected information to:

e Provide, maintain, and improve our Services.

e Present Website content and personalize user experiences.
e Manage accounts and provide support.

e Process transactions and billing.

e Research and analyze usage for business development.

e Enforce our rights and fulfill contractual obligations.

e Notify you of updates or policy changes.

e Enable participation in interactive features.

e Deliver relevant marketing and advertising.

e Fulfill any other purpose disclosed at collection or with your consent.

8. Disclosure of Information

We may disclose aggregated, non-identifiable information without restriction. We may disclose
personal information:

e To subsidiaries, affiliates, and contractors who support our business.



e To buyers or successors in the event of merger, divestiture, or sale of assets.
e To fulfill the purpose for which you provided it.

e With your consent or as otherwise disclosed at the time of collection.

We may also disclose personal information:

e To comply with legal obligations or government requests.
e To enforce rights and agreements, including billing and collection.

e To protect Company, customers, or others from fraud, security threats, or harm.

9. Choices About Use and Disclosure

We provide options to manage your personal information:

e Third-Party Advertising: You may opt-out of disclosure to unaffiliated third parties for
promotional purposes by emailing support@nodesolutions.ai.

e Promotional Offers: You may opt-out of marketing communications from us by
contacting us or using the unsubscribe link in promotional emails.

e Targeted Advertising: You may opt-out of behavioral advertising by contacting us or

visiting opt-out tools provided by the Network Advertising Initiative (NAI).

State law and your browser settings may provide additional opt-out rights (see Section 11).

10. Accessing and Correcting Information

You may request access to, correction of, or deletion of personal information by emailing
support@nodesolutions.ai. We cannot delete personal information except by also deleting
your account. We may deny requests if required by law or if fulfilling them would result in
inaccurate records.

Deleting User Contributions does not guarantee complete removal, as cached or archived
copies may remain accessible.

11. State Privacy Rights



Certain states, including California, Colorado, Connecticut, Delaware, Florida, Indiana, lowa,
Montana, Oregon, Tennessee, Texas, Utah, and Virginia, provide residents with rights such as:

e Confirming whether we process personal information.
e Accessing, correcting, or deleting certain information.
e Data portability.

e Opting out of personal data processing for targeted advertising, sale, or profiling with
significant effects.

e Restricting or requiring consent for processing sensitive personal data.

California residents have additional rights under the California Consumer Privacy Act
(CCPA/CPRA), including rights to disclosure, deletion, correction, and opt-out of data sales.
California’s “Shine the Light” law also permits residents to request disclosure of personal
information shared for direct marketing.

Nevada residents may submit opt-out requests under Nevada Revised Statutes Chapter 603A
by emailing support@nodesolutions.ai. We do not currently sell data triggering Nevada’s
opt-out requirements.

12. Data Security

We implement security measures to protect your personal information, including encryption,
access controls, and monitoring. However, no method of transmission over the Internet is
completely secure. Any transmission of personal information is at your own risk.

You are responsible for safeguarding your account credentials. Where a password is required,
you must keep it confidential.

13. Changes to This Policy
We may update this Policy periodically to reflect changes in our practices or applicable laws.
Updates will be posted with a revised “Last Modified” date. Significant changes may also be

communicated via email or in-service notifications. Continued use of our Website or Services
after updates constitutes acceptance.

14. Contact Information

For questions, comments, or to exercise your privacy rights, please contact us:



Node Solutions LLC

30 N Gould St, #50795

Sheridan, Wyoming 82801

Email: support@nodesolutions.ai
Website: nodesolutions.ai
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